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CROWDSTRIKE Technology

CrowdStrike revolutionizes Extended Detection and Response (XDR) while continuing to deliver on world
class solutions that keep customers safe; we stop breaches. With Insight XDR, CrowdStrike is able to
ingest pertinent logs from other manufacturer ecosystems into the detailed detections and incidents
that you love. Insight XDR does not stop at ingesting of other sources, but allows the administrator to
take action from the CrowdStrike console into the connected ecosystem. The result is holistic views of
cyber incidents under a single console with the power to take action across the entire environment.

CrowdStrike XDR Platform

Next-Generation AntiVirus (NGAV) XDR Connector - NDR

Endpoint Detection and Response (EDR) XDR Connector - SSE (SWG & CASB)

Falcon Fusion Automated Workflows XDR Connector - Email

Identity Threat Protection XDR Connector - Firewall

Threat Intelligence XDR Connector - Identity & SSO

Cloud Saas Sandbox LogScale - Log Management, 90 Day ret.

USB & Device Control Data Replicator - parsed logs sent to AWS S3

Host Firewall Crowdstrike University Training
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Elite Support 24/7 Managed Threat Hunting

*Options to add on XDR Connectors, ITP, and LogScale for existing CrowdStrike customers

MEET THE CROWDXDR ALLIANCE
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*XDR Connectors (log ingestion and action inside of Falcon) are limited to the above Alliance
vendors.
**All API Integrations (over 500 existing) are complimentary with the platform.



